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Target Group’s Privacy Notice

Equitable Education Fund

Equitable Education Fund (“EEF”, “we”) realizes the importance of the personal data
protection of target eroups (you and your) and it is necessary for EEF to collect, use, and/or disclosure
your personal data (processing) for the performance of a task carried out in the public interest or it
is necessary for the exercising of official authority vested in the EEF or is compliance with Section 24
(3) (4) (5) (6) and Section 26 (5) (e) of Thailand’s Personal Data Protection Act B.E. 2562 (2019),
to carry out the mission of the EEF.

Therefore, we have preparéd Target Group’s privacy notice to inform you of the purposes of
collecting, the legal basis, the retention period, the disclosure of personal data, the controller information
and data subject rights according to Section 23 of Thailand’s Personal Data Protection Act B.E. 2562 (2019)
(“PDPA”) and rules, regulations, announcements, orders or other subordinate legislations.

In this regard, the processing of your personal data within the purposes in the Target
Group’s Privacy Notice (“Privacy Notice”), we act as the data controller who determines the purpose

of the processing personal data.

1. definition

“personal data” means any information which are related to an identified or identifiable
natural person, either directly or indirectly, but not including information about deceased person.

“sensitive personal data” means any personal data pertaining to récial, ethnic origin,
political opinions, cult, religions or philosophical beliefs, sexual behavior, criminal records,
health data, disability, trade union information, genetic data, biometric data, or of any data which
may affect the data subject in the same manner, as prescribed by the Committee pursuant to
Section 26 of PDPA.

“disability data” means any personal data pertaining to the type of disabilities individuals
have, as specified in the Notification of the Ministry of Social Development and Human Security:
Type and Criteria of Disabilities.

“personal data protection law” means Thailand’s Personal Data Protection Act B.E. 2562
(2019) including rules, regulations, announcements, orders or other subordinate legislations.

“legal bases” means justifiable reasons to process personal data in accordance

with Section 24 and special conditions to process sensitive data in accordance with Section 26 of the PDPA.
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“Target Groups” refers to early childhoods, elementary school chitdren, children and
youths, students, college students, children and youths outside the education system, chiidren and
youths in criminal justice procedure, informal workers, scholarship applicants, scholar, disabled
person, parents, 'guardians, legal representatives, people in charge of institutions, family members,
household members, intimate companions of target groups, people close to the target groups,
guarantors, spouses of guarantors, teachers, teachers who received the Princess Maha Chakri Award,
professors, educational institution executives, educational personnet, educational supervisors, folk

or community philosophers, community representatives, border patrol police (along with border

patrol teachers and commanders), establishment owners or. supervisors, volunteers, NGOs, P

government officers, data providers, data guarantors, application document collectors, coordinators,
system users, case managers (CM), associate’s personnel, developed associate’s personnel or working

group, and children, youths, or other individuals supported, assisted, or developed potential by EEF.

~ 2. Personal Data We Collect
‘We collect the following categories of your personal data;

2.1 Personal Data We Collect

‘identity data -+ - ‘including, but not limited to, full name, identification number, photo, and - R
_ | | 'signatur_e; N ' _ _
~ profile data e “including, but not limited to, déte of birth, age, gender, weight, |

B '_'.'_nationéLity, and height;

_' address/ - o includineg, but not limited to, phone number, contactable address, - -'
'_cor_\t_act data o ahd email address; | | |
_edgca_tio_n__ data including, but not limited to, degree, highest academic qualification,

_ school_—reqord, and name of educational institution;
'f_amil_y data . . 'iﬁdu_ding, but not limited to, guardian’s name, guardian’s profession, )
R | -guardian’s income, and parents’ marital status;
employment data including, but not limited to, profession, position, and workplace;
financial data including, but not limited to, name of bank account, bank account
number, and income information,
property data including, but not lmited to, residential photo and wvehicle

information;
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supporting including, but not limited to, copy of identification card, copy of

documents house registration, and power of attorney.

In addition, we may process the following certain types of sensitive personal data;

profile data including, but not limited to, ethnic origin and religion;

health data including, but no;( limited to, congenital disease or critical illness,
blood type, medical record and chronic disease;

disability data including, but not limited to, physical or cognitive disability and

type of disability.

2.2 How We Collect Your Personal Data
(1) We directly collect your personal data through these processes (or channels) including,
but not limited to;
(1.1) when filling out application forms, documents, questionnaires, and Google Forms;
(1.2) contacting via applications or email addresses;
(1.3) receiving data in interview processes;
(1.4) when recording photos and audio;
(1.5) when filling out data into systems, or teachers recording personal data in various
systems such as CCT system, TVET system, and student care and assistance system.
(2) We may collect your personal data through third-party organizations, such
as associates, government agencies, educational institutions, individual student data system of each

affiliation, and vendors/contracting parties.

3. How We Process Your Personal Data
We process your personal data to carry out tasks per our scope and purposes of providing

groups of activities.

Group of Activities Group of Plls Legal Bases

1. Target Groups Recruitment ® identity data ® public task
® profile data

® address/contact data
® cducational data

® family data

® employment data
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Group of Activities

Group of Plls

Legal Bases

financial data
property data
supporting documents
health data

disability data

2. Target Groups Searching

identity data

profile data
address/contact data
educational data
family data
employment data
financial data
property data
supporting documents
health data
disability data

® public task

3. Screening or Selection of Target

Groups

identity data

profile data
address/contact data
educational data
family data
employment data
financial data
property data
supporting documents
health data
disability data

® public task




s

Group of Activities

Group of Plls

Legal Bases

4. Entering into Contracts with Target

Groups

address/contact data
educational data
family data
employment data
financial data
property data

supporting documents

® public task

® contract

5. Funds Allocation, Providing
Scholarships or Assistance to

Target Groups in Various Ways

identity data

profile data
address/contact data
educational data
family data

financial data

supporting documents

® public task

6. Caring and Potential Development

identity data

profile data
address/contact data
educational data
family data
employment data
financial data
property data
supporting documents
health data

disability data

® public task

7. Database Preparation

identity data
profile data

address/contact data

® public task
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Group of Activities

Group of Plls

Legal Bases

educational data
family data
employment data
financial data
property data
supporting documents
health data

disability data

8. Researching and Developing the

Knowledge

identity data

profile data
address/contact data
educational data
family data
employment data
financial data
property data
supporting documents
health data

disability data

® public task

9. Data Transfer

identity data

profile data
address/contact data
educational data
family data
employment data
financial data

prdperty data

® public task
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Group of Activities Group of Plls Legal Bases

® supporting documents
® health data

® (disability data

10. Media Production, Mediia Creation, | @  identity data ® legitimate interest
and Public Relations o profile data
® address/contact data
® educational data

® family data

® employment data

® property data

11. Annual Reports Preparation | e identity data ® public task

® educational data ® [egal obligation

® employment data

4. Usage of Personal Data with Third-Party Organizations

4.1 We may be required to disclose and/or transfer your personal data to third-party
organizations, in order for such organizations to process personal data in accordance with contractual
obligations to us and/or legal obligations. These organizations may include; the Office of the Basic
Education Commission, the Office of the Permanent Secretary, Ministry of Education, developers of
screening systems, developers of data processing systems for poverty criteria screening, commercial
banks, associates, vendors/contracting parties and donators.

4.2 Public release include; announcing the list of scholars via our website and the
dissemination of photos or videos for publicity via digital media or social media (Facebook,
YouTube and etc.)

For the cases where personal data are being disclosed and/or transferred to third-party
organizations, we will ensure that the minimum amount of personal data are being disclosed and/or
transferred with appropriate measures for greater security. Further, the third-party organizations who

will process your personal data for us will be required to have in place appropriate privacy policy,
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we do not permit these third-party organizations to use your personal data in a way that diverge

from the agreed scope and purposes. - .

5. Transferring of Personal Data to Foreign Countries
“According to the scope and purposes specified herein this Privacy Notice, we are not
obtrged 1o dlsclose or transfer your personal data to any data recipients in foreign countries. o
In this regard, we will pass on your personal data only when any of these requwements
has been met The requirements znctude |
. 51 the recelvmg foreign- country has adequate personal data protectlon standards as_: s

certlﬂed by the Personal Data Protectlon Commlttee

5.2 the recervrng organlzatlon has in place a comprehenswe privacy policy wh|ch haS_ SR

been certlﬁed by the Personal Data Committee; _
s 5.3 the receiving organizatlon is obL|gated to follow a substantial privacy policy with

sufficient -remedial measure in accordance with the procedures identified by the Personal Data

Committee including,. but not Lirnited to, standard contractual clauses and code of conduct; o

.54 a pre- reqwsfte to the exerc;se of iegat nghts

5.5 the consent has been obtalned from you who is well-aware of the madequa’ce ' |

personat data protectton standards of the recerwng countr;es or international organizations; .
562 requirement for the execut|on of an agreement to which you are a party of or the_-

fuLF ttment of a request you made prior to enterlng into the agreement; ' |
' 57a necessary task to carry out under a contractuaL obtlgatlon between us and other N

persons. ot entities for the benefits of You; S

5 8 to ensure safety or [lmat further damage to health of rndwtdual who cannot glve- S

consent at the current t|me and

5 9a necessary task for the good of the pubilc L

: 6 Security Measqres fo_r Personat Data Protection

- We have implemented appropriate security measures for personal data protection to -
prevent data loss or unauthorized access, destruction, usage, alteration or disclosure of personal
data which comply with the Information Security Policy. In addition, we arrange a data processing
agreement with third-party organizations, which are data processors, to control the processing of data

processors and maintain security measures in accordance with personal data protection laws. '
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7. Time Period of Personal Data Storage

We will store your personal data throughout appropriate period according to our scope
and purposes, inctuding other important matters such as legal requirements, accounting and auditing
purposes.

8. Personal Data Rights

8.1your personal data rights include:

(1) Right of access - you have the right to request a copy of all your personal data and
assess If we are processing your personal data in accordance with relevant laws; |

- ~{2)Right to data portability — for the case where we have in place an automated platform
allowing you to access your personal data automatically: | |
o O you have the right to ask for your personat data to be transferred automatically to

other organizations, and

O you have the right to request for your personal data in such a format that has been transferred

from us to other organizations, except for the case where there is a technological limitation; B

(3) Right to object — you have the right to object to any data processing activity of your

personal data which has been relied on certain legal bases and/or processing purposes, including: |
| | ~ (A) public task or legitimate interest; o | -
3. ey i S .(B) direct marketing purposes; ahd e
- ~{(Q) scientific research, historical research and statistics except for the public interest;
o (4) Right to erasure — you have the right to request for data deletion or anonymization, |

in accordance to the following cases: L Lo B

- .(A) where processing required terms become expired

. (B) where consent has been withheld, and we cannot rely on other legal bases to '

process your personal data
(C) where there is objection raised against data processing activity, and
(D) where data processing activity is not in accordance with relevant laws;
(5) Right to restrict processing - you have the right to restrict any data processing activity
in accordance with the following cases:
{A} during pending examination process
(B) for cases related to personal data which shall initially be deleted and/or destroyed,

but was followed by an additional request of processing restriction instead
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{C) for cases where the data processing terms have passed, but you have requested

for processing restriction due to legal reasons, and '
(D) during the process of data processing objection verification; and

(6) Right to rectification — you have the right to edit your personal data to be correct and

concurrent to the present. If any mistake was detected, or we might not edit this ourself.

8.2 In the event that you desire to exercise your rights as clause 8.1, please fill in the S

“Data Subject Request Form” and send it to our DPO via email at dpo-eef@eef.or.th.

8.3 In the cases where we may not be able to carry out and support exercise of your .

rights, including, but not timited to, the cases where a legal process is taking place, you will continue . '

to have the right to retract your consent by emailing all related parties. We will therefore be requi.red
to terminate_att processes as soon as possible, However, the retraction only applies to the data
processing carried out thereafter. Any data processing activity carried out before the retraction will

not be reversed.

8.4 Please be informed that we do record alt requests to ensure all issues are resolved. .~

If you have any concerns about the operational details of personal data protection, please contact

our DPO (contac’c details have been provided in clause 10.)

8 5 In the case where you have the intention to exercise your personal data protectlon S

rlghts or. to file complaint agamst your persona{ data processing, please contact our DPO (contact s

details have been provided in clause 10.). We will process this request in a secure and timely manner. N
Also, in case that we fail to preserve your rights under the PDPA, you may file complaint to the Office
of the Personal Data Protection Commission (“PDPC"} via saraban@pdpc.or.th using the complaint

form provided by t_h_e_ PDPC._

9 Privacy Notice Revmon e _ _ _

We hold the right to review and edit thls Privacy Notice as required by law or as deemed_ ._ _ :
appropriate. The revised Privacy Notice will be effgc_tlve after the date it is announced and it is - '.
considered that you acknowledge the personal data protection according to the latest privacy notice, . |
We will be notified to you via our website (https://www.eef.orth/}, the latest Privacy Notice is

available for your review on this website.
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10.Contact Information

Data Protection Officer (DPQO)
Address: EEF Equitable Education Fund 388 S.P. Building 13rdFloor Phaholyothin Road,

Samsennai, Phayathai, Bangkok 10400 Email: dpo-eef@eef.or.th

announced on .)) April B.E. 2567 (2024)

Vo~

(Mr. Kraiyos Patrawart)
Managing Director of Equitable Education Fund



